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Unit Title: Network Infrastructure Security 

Graded 
Unit Code:

GA33COM21 Ungraded 
Unit Code:

UA33COM21

Pathway(s): Computing
Hospitality, Leisure and Tourism

Module(s): Computing

Level: 3 Credit Value: 3

Valid from: 1st August 2019 Valid to: 31st July 2024

The following QAA grade descriptors must be applied if you are delivering the 
graded version of this unit: 

1 Understanding of the subject

2 Application of knowledge

3 Application of skill

4 Use of information

5 Communication and presentation

7 Quality 

LEARNING OUTCOMES ASSESSMENT CRITERIA

The learner will: The learner can:
1.1 Identify security concerns with wired and 

wireless network communication devices
1. Understand current network infrastructure 

security implications

1.2 Identify security concerns with wired and 
wireless network communication media

2 Understand the concepts behind security 
topologies

2.1 Explain how security zones can be 
implemented into a network to increase 
security
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LEARNING OUTCOMES ASSESSMENT CRITERIA

The learner will: The learner can:

2.2 Analyse how secure communication can be 
achieved for remote users on a business 
network

3.1  Explain with examples what a security  
baseline is

3.2  Describe the uses of an Intrusion Detection 
System in a business network 

3 Examine what a security baseline is and 
understand the implementation and 
configuration of an intrusion detection 
system

3.3  Configure an Intrusion Detection System for 
a given requirement


